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Preface

	 

	Today's world is rapidly transforming, and technology has become an inseparable part of our lives. Digital tools have opened up immense opportunities, from communicating with friends to accessing educational resources. However, with these advances, it is crucial to ensure that when learners are equipped with the necessary skills to navigate this Digital landscape responsibly and safely. This is the foundation upon which Digital Citizenship for Class 7 Level 2.

	The content of this book is thoughtfully divided into several key areas:

	1. Introduction to Digital Citizenship

	
In this introductory chapter, students will learn about Digital Citizenship, focusing on the responsible use of Digital Devices and positive contributions to the online world. They will be introduced to concepts like Digital Identity and Digital Footprint in a way that helps them understand the long-term effects of their online actions.

	2. Online Safety and Security

	
With increasing access to the internet, safety and security are paramount. This chapter covers essential topics such as protecting personal information, understanding privacy settings, recognising and avoiding online threats (such as cyberbullying, phishing, and malware), and strong passwords. Students will also be introduced to safe browsing habits and how to report inappropriate or harmful content.

	3. Media Literacy and Critical Thinking

	
The internet is full of information, but not all of it is accurate or trustworthy. In this book, students will enhance their critical thinking skills to analyse and evaluate online information. They will learn to differentiate between credible sources and misinformation, understand the dangers of fake news, and recognise the influence of advertising and social media on public opinion, empowering them to become discerning consumers of Digital content.

	4. Digital Footprint and Online Reputation

	
In this chapter, students will learn about Digital Footprints and their long-term impact on online reputation. They will understand the importance of maintaining a positive online presence and how their online activities can influence future opportunities, including academic applications and career prospects.

	5. Cyberbullying and Online Respect

	
With the rise of social media and online communication, cyberbullying has become a serious concern. This chapter addresses the various forms of cyberbullying, its impact on victims, and the importance of reporting and preventing such behaviour. 

	 

	Why This Book?

	This book aims to equip young learners with the tools necessary to thrive in the Digital age by educating them about the risks and challenges of the Digital world while empowering them to seize its opportunities. Each chapter focuses on fostering critical thinking, responsible decision-making, and ethical behaviour.

	The book also includes engaging activities, real-life scenarios, and thought-provoking discussions to help students apply what they have learned. Interactive quizzes and projects encourage students to explore these topics in depth, making the learning process informative and enjoyable.
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Chapter 1 - Welcome to Digital Citizenship Level 2

	 

	

	Learning Objectives

	 

	

	 

	Understand the fundamentals of Cyber Security, types of Cyber Threats, and strategies to

	safeguard information online.

	Apply principles of Digital Etiquette and respectful communication in various online

	interactions.

	Recognise the importance of managing a Digital Footprint and building a positive online

	identity.

	Develop information literacy skills to evaluate the credibility of sources and prevent the

	spread of misinformation.

	             

	 

	1.1 Cyber Securities and Cyber Exploiters

	Cyber Securities

	Cyber Security refers to the measures and practices that protect Digital Devices, networks, and Data from unauthorised access, attacks, or damage. With the increased dependency on Digital technologies in various sectors, such as education, business, and personal communication, safeguarding Data and online systems has become paramount.
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	Key Components of Cyber Security:

	 

	Confidentiality:

	Ensuring that sensitive information is accessed only by authorised individuals or systems.

	Example: Password protection, encryption.

	 

	Integrity:

	Maintaining the accuracy and reliability of Data.

	Example: Data backups and integrity checks to prevent unauthorised changes to information.

	 

	Availability:

	Ensuring that information and resources are available when needed by authorised users.

	Example: Network uptime, prevention of denial-of-service (DoS) attacks.

	 

	Authentication and Authorization:

	Verify the identity of users and control access to resources.

	Example: Multi-factor authentication (MFA), biometric security measures.

	 

	Cyber Hygiene:

	Basic practices such as regular software updates, using strong passwords, and avoiding suspicious links.

	 

	Firewalls and Antivirus Software:

	Tools that provide a first line of defence by preventing unauthorised access and detecting malicious activities.

	 

	Importance in Digital Citizenship:

	Protecting Personal Data from Cyber Criminals.

	Promoting responsible use of online tools and platforms.

	Empowering users to understand the internet's risks and take necessary precautions.

	

	Cyber Exploiters

	On the other hand, Cyber-Exploiters are individuals or groups that take advantage of vulnerabilities in systems, networks, or individuals to cause harm, steal Data, or disrupt services. Their actions are often malicious and aimed at personal or financial gain, causing significant issues in both the Digital and real worlds.

	 

	[image: Image]

	 

	 

	Common Types of Cyber Exploiters:

	 

	Hackers:

	Individuals who break into systems using various techniques, often for illegal purposes. They exploit weak security practices to gain unauthorised access.

	Example: Exploiting weak passwords to access accounts.

	 

	Phishers:

	Attackers use deceptive emails or websites to trick individuals into revealing personal information such as passwords or credit card numbers.

	Example: Fake emails that mimic legitimate services to steal login credentials.

	 

	Cybercriminals:

	These are organised groups that engage in fraud, identity theft, or ransomware attacks for financial gain.

	Example: Holding a company's Data hostage through ransomware.

	 

	Script Kiddies:

	Inexperienced individuals who use pre-written scripts or software to exploit systems without fully understanding how they work.

	Example: Using hacking tools to deface websites for fun.

	 

	Social Engineers:

	Exploiters manipulate people into revealing confidential information through psychological tricks rather than technological means.

	Example: Pretending to be a bank representative to trick someone into revealing their personal banking information.

	 

	Standard Methods of Cyber Exploitation:

	Malware: Malicious software designed to harm or exploit systems, such as viruses, worms, and spyware.

	Phishing: Fake emails or messages trick individuals into clicking malicious links.

	Ransomware: Encrypting a user’s Data and demanding payment to restore access.

	Social Engineering: Manipulating individuals into divulging sensitive information.

	 

	Impact on Digital Citizenship:

	Loss of trust in online platforms due to privacy breaches.

	Financial loss through identity theft or online fraud.

	Disruption of online services, affecting businesses, education, and government institutions.

	Psychological harm caused by Cyberbullying or online harassment.

	 

	Understanding Cyber Securities and Cyber Exploiters is vital for developing responsible Digital Citizens. By being aware of security measures, individuals can protect themselves and their Data from the growing threat of cyber exploitation. Likewise, the curriculum encourages students to proactively recognise and mitigate online risks, fostering a safer Digital environment for all.

	 

	1.2 Digital Etiquette and Netiquette

	In the context of Digital Citizenship, understanding Digital Etiquette and Netiquette is essential for responsible online behaviour. Both terms relate to proper conduct in online interactions, promoting respectful, ethical, and constructive communication.
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	Digital Etiquette

	Digital Etiquette refers to the standards of behaviour expected in the Digital world. It involves using technology respectfully and responsibly, ensuring that our actions online do not harm others.

	 

	Key Aspects of Digital Etiquette:

	Respectful Communication:

	Avoid offensive language, personal attacks, or hurtful comments in Digital spaces.

	Be mindful of tone and intent in emails, social media posts, and messages.

	Privacy Respect:

	Respect others' privacy by not sharing personal or sensitive information without permission.

	Avoid tagging or posting pictures of others without their consent.

	Professionalism:

	Maintain a professional demeanour at work and on educational platforms.

	Follow formal writing standards when communicating in professional settings (e.g., emails).

	Responsibility:

	Be accountable for what we post online, ensuring it is truthful and not harmful.

	Think before we post to avoid spreading rumours or misinformation.

	 

	Netiquette

	Netiquette, or "Internet Etiquette," is a subset of Digital etiquette focused on the rules for behaving courteously in online communications. It includes guidelines for interacting respectfully and effectively in Digital forums, social media, emails, and other online platforms.

	 

	Key Principles of Netiquette:

	 

	Be Polite and Courteous:

	Use kind and respectful language in online discussions, avoiding rudeness or insults.

	Consider others' viewpoints, even if we disagree.

	Avoid Spamming:

	Do not flood chats, emails, or comment sections with unnecessary or repetitive messages.

	Keep communication relevant to the topic or platform.

	Use Appropriate Language and Tone:

	Avoid using ALL CAPS (which is perceived as shouting) unless necessary.

	Be clear and concise in Our writing, and use proper grammar.

	Acknowledge Sources:

	When sharing information, always give credit to the original creators or sources.

	Avoid plagiarism by properly citing any content we use from others.

	Avoid Trolling and Flaming:

	Trolling is intentionally provoking others for entertainment or disruption.

	Flaming refers to posting aggressive or inflammatory remarks—both should be avoided.

	 

	Importance of Digital Etiquette and Netiquette in Digital Citizenship

	Adhering to Digital Etiquette and Netiquette helps create a positive and respectful online environment. These practices:

	Encourage responsible and ethical behaviour online.

	Promote constructive discussions and interactions.

	Help prevent cyberbullying, online harassment, and misinformation.

	 

	By practising good Digital Etiquette and Netiquette, individuals contribute to a healthier, more respectful online community, a key component of Digital Citizenship.

	 

	 

	1.3 Digital Footprints

	A Digital Citizen is someone who uses Digital Technology and the Internet responsibly and ethically. Key traits of a Digital Citizen include:

	A Digital Footprint refers to the trail of Data that a person leaves behind when using the internet. This includes all the information, actions, and content shared online, such as social media posts, website visits, online purchases, and even email communication. Understanding Digital Footprints is an important aspect of Digital Citizenship because it highlights the long-lasting impact of one’s Online Activity.
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	Types of Digital Footprints:

	 

	Active Digital Footprints:

	Information that a user deliberately shares online.

	Examples: Posting on social media, commenting on blogs, or sharing personal information on websites.

	 

	Passive Digital Footprints:

	Data is collected without the user's direct input, often through tracking or cookies.

	Examples: Browsing history, location Data, or online activity monitored by websites or apps.

	 

	Importance of Understanding Digital Footprints:

	 

	Privacy Concerns:

	Every online action leaves a trace that can be used to track individuals. Personal information can be accessed by companies, hackers, or even government agencies.

	Users must be mindful of sharing too much information and review privacy settings regularly.

	Reputation Management:

	Digital Footprints shape how others perceive an individual online. Inappropriate posts or comments can damage one’s personal and professional reputation.

	It is important to think before posting and consider the long-term effects of online actions.

	Data Security:

	Cybercriminals can exploit Digital Footprints to steal personal information for identity theft or fraud.

	Users should practice good cyber hygiene, such as using strong passwords and avoiding sharing sensitive information publicly.

	Permanent Record:

	Once something is posted online, it can be difficult or impossible to erase completely. Even deleted content may remain archived or be saved by others.

	This makes it crucial to be cautious about what is shared online, as it can have lasting consequences.

	 

	 

	Tips for Managing Our Digital Footprint:

	Review Privacy Settings: Ensure social media and online accounts have strong privacy controls.

	Be Selective About Sharing: Avoid posting sensitive personal information publicly.

	Think Before We Post: Consider the long-term effects of our posts and interactions online.

	Delete Unnecessary Accounts: Remove old or unused accounts to minimise our Footprint.

	Use Secure Connections: Use secure websites (https) and avoid public Wi-Fi for sensitive transactions.

	 

	1.4 Information Literacy and Digital Citizen

	The right to protect one’s own creative content from unauthorised use.

	In the context of CBSE Digital Citizenship, information literacy is a key skill that helps individuals navigate the vast amounts of Data available online. It empowers Digital Citizens to critically assess, evaluate, and use information effectively and responsibly. Understanding and applying information literacy is essential for participating safely and productively in the Digital world.
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	1. Information Literacy

	Information Literacy refers to the ability to locate, evaluate, and use information in a meaningful way. In a Digital age where information is abundant, being able to identify credible sources and differentiate between accurate and misleading content is crucial.

	 

	Key Components of Information Literacy:

	 

	Finding Reliable Sources:

	Being able to search for trustworthy and relevant information online.

	Using reputable websites, academic Databases, and official publications for research.

	Evaluating Information:

	Assessing the credibility and accuracy of the information.

	Checking the author’s credentials and the source’s authority and cross-referencing facts with other reliable sources.

	Critical Thinking:

	Analysing the context and purpose of the information.

	Identifying biases, misinformation, and fake news.

	Ethical Use of Information:

	Properly citing sources and avoiding plagiarism.

	Respecting intellectual property rights.

	 

	Importance of Information Literacy:

	It helps in making informed decisions by accessing reliable Data.

	Enables users to combat misinformation by distinguishing facts from falsehoods.

	Encourages responsible and ethical use of information, supporting a well-informed society.

	 

	2. Digital Citizens

	A Digital Citizen is someone who uses the Internet and Digital technologies responsibly, ethically, and productively. Digital Citizenship emphasises the need for individuals to behave appropriately online and understand their rights and responsibilities in the Digital world.

	 

	Characteristics of a Good Digital Citizen:

	 

	Responsible Usage:

	Engaging positively in online communities and adhering to the rules of Digital platforms.

	Using technology in ways that do not harm others, such as avoiding cyberbullying or spreading misinformation.

	Awareness of Digital Rights and Responsibilities:

	Understanding the rights to privacy, freedom of expression, and access to information.

	Being aware of the responsibility to respect others' rights and abide by laws and policies.

	Cyber Safety and Security:

	Protecting personal information and practising good online security, such as using strong passwords and avoiding suspicious links.

	Encouraging others to maintain safe and respectful online practices.

	Ethical Behaviour:

	Respecting intellectual property, following copyright laws, and citing sources.

	Contributing positively to online communities and fostering inclusive Digital spaces.

	 

	The Role of Information Literacy in Digital Citizenship

	Information literacy is essential for becoming a responsible Digital Citizen. It helps individuals:

	 

	Make informed choices: Whether it’s sharing news, engaging in online discussions, or participating in Digital communities, having the skills to evaluate information ensures responsible decisions.

	Avoid the spread of misinformation: As good Digital Citizens, it is important to stop the dissemination of false information by recognising unreliable sources.

	Contribute positively to the Digital world: By using accurate information ethically, Digital Citizens enhance the quality of online spaces and promote a culture of knowledge-sharing and trust.

	 

	In the CBSE Digital Citizenship framework, information literacy plays a vital in shaping responsible Digital Citizens. It equips students with the skills to analyse information critically, make informed decisions, and engage ethically in the Digital world, fostering a more educated, safe, and constructive online community.

	 

	

	1.5 Summary

	 

	

	 

	Cyber Security protects Digital Devices and Data from unauthorised access and attacks.

	Key components include confidentiality, integrity, and availability.

	Cyber Exploiters, including hackers and Phishers, exploit system vulnerabilities maliciously.

	Digital Etiquette involves respectful online communication and privacy considerations.

	Netiquette provides guidelines for courteous behaviour in Digital interactions.

	Digital Footprints represent the Data trail left by online activities, affecting privacy and 

	reputation.

	 


1.6 Glossary

	

	 

	Cyber Security: Measures to protect Digital systems from unauthorised access and attacks.

	Cyber Exploiters: Individuals or groups who exploit vulnerabilities for malicious purposes.

	Digital Etiquette: Standards of respectful behaviour in online interactions.

	Netiquette: Guidelines for courteous online communication.

	Digital Footprint: The Data trail left by online activities.

	Information Literacy: The ability to locate, evaluate, and use information effectively.      

	 

	 

	 

	        

	

	1.7 Exercise
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	Exercise 1 - Choose the correct answer from the given options.

	 

	1. Which of the following describes a "Man-in-the-Middle" Cyber Attack?

	a. Someone intercepting and altering communication between two parties

	b. Sending unwanted emails to multiple recipients

	c. A brute force attack on passwords

	d. Using a virus to destroy Data on a system

	 

	2. How can we ensure the credibility of the online information?

	a. By using only social media posts

	b. By checking multiple reputable sources and verifying the facts

	c. By trusting any content that has a lot of likes

	d. By avoiding fact-checking websites

	 

	3. What is a key indicator that a website is secure for online transactions?

	a. It has many pop-up ads

	b. It begins with "http"

	c. It begins with "https" and has a padlock icon

	d. It has an attractive design

	 

	4. What should we avoid sharing online to protect Our Digital Footprint?

	a. Our favourite hobby

	b. Our work email

	c. Our home address and personal phone number

	d. Our travel photos

	 

	5. What is one of the primary goals of Digital Citizenship?

	a. To teach people how to use social media for entertainment

	b. To promote responsible and respectful behaviour online

	c. To help people create viral content

	d. To ensure everyone can post anonymously

	 

	Exercise 2 - Check if the sentence is true or false. 

	 

	1. A responsible Digital citizen is someone who respects others' privacy online.

	2. Information literacy is optional for using social media platforms responsibly.

	3. Ignoring other people’s points of view in Digital discussions is part of good netiquette.

	4. It is impossible to delete all traces of Our Digital Footprint once it has been created.

	5. Digital etiquette includes avoiding spamming others with unnecessary messages.

	 

	Exercise 3 - Answer the following questions in your own words.

	 

	1. What skill involves evaluating the credibility of information online?

	2. Which term describes an online argument that can get out of control?

	3. Finding reliable sources on the internet is part of what skill?

	4. Which type of Digital Footprint is created without the user’s direct action?

	5. What is the process of recognising false information online?

	 

	Exercise 4 - Answer the following questions in 50 - 80 words.

	 

	1. What is the purpose of a VPN, and how does it enhance online security?

	2. Describe the potential risks of using public Wi-Fi networks.

	3. How can we protect Our personal Data when shopping online?

	 

	Exercise 5 - Answer the following questions in 100 - 120 words.

	 

	1. Discuss the significance of strong passwords and two-factor authentication in maintaining cybersecurity. What are the best practices for creating and managing secure passwords?

	2. Explain the concept of phishing and how it affects individuals and organisations. What strategies can users implement to protect themselves from phishing attacks?

	3. Describe the ethical implications of Data mining and surveillance by corporations and governments. How do these practices affect individual privacy?
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Exercise 1- 1) a, 2) b, 3) c, 4) c, 5) b.

	Exercise 2- 1) True, 2) False, 3) False, 3) True, 4) True.

	Exercise 3- 1) Information Literacy, 2) Flamewar, 3) Information Literacy, 4) Passive, 5) Fact-checking.
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	1.8 Case Study

	 


Rahul is excited about the internet and technology. He enjoys playing online games, browsing social media, and researching topics for school projects. Recently, his school introduced a Digital Citizenship Level 2 course that covers important topics like cyber security, Digital etiquette, Digital Footprints, and information literacy. While Rahul finds these subjects intriguing, he has encountered some challenges that make him realise the importance of understanding these concepts.

	One day, while chatting with friends online, Rahul received a suspicious message from someone he didn't know. The message contained a link that promised free in-game currency for his favourite game. Although tempted, he remembered his teacher’s warning about cyber exploiters and their tactics. Later that week, during a group project, his classmates discussed presenting information responsibly and maintaining a positive Digital Footprint. Rahul felt uncertain about his own Digital behaviour and wondered:

	1. What are cyber securities, and how can I protect myself from cyber exploiters?

	2. What are Digital etiquette and netiquette, and why are they important?

	3. How can I manage my Digital Footprint responsibly?

	4. What does information literacy mean for a Digital citizen?

	 

	Link: https://www.youtube.com/playlist?list=PLzlh_31VWEFoinyRbVGOu0LiM5o80TI7C

	 

	 

	QR Code: [image: Image]
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	1.9 Project work

	 

	 

	Cybersecurity Awareness

	Students will research different types of Cybersecurity threats (e.g., Phishing, Malware, Identity Theft) and create a poster that explains each threat and provides safety tips. They will present their posters to the class to promote Cybersecurity awareness. 

	
Deliverable: A Cybersecurity poster detailing common online threats and safety tips for avoiding them.

	 

	Link: https://www.youtube.com/playlist?list=PLzlh_31VWEFq2LH08kg85nM8F1_RbrOha

	 

	QR Code: [image: Image]
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	1.10 Group Discussion

	 

	 

	Digital Citizenship

	We will discuss the concept of Digital Citizenship. How can students use technology responsibly, maintain respect for others online, and ensure their safety? Let’s explore the importance of Digital etiquette, protecting personal information, and dealing with cyberbullying in the Digital world.

	 

	Link: https://www.youtube.com/playlist?list=PLzlh_31VWEFrHmp3XrHsuVpjxsqJTkkCt

	 

	 

	QR Code: [image: Image]
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	1.11 Activity

	 

	 

	Cybersecurity Mystery Box

	Prepare “mystery boxes” (which can be just paper boxes with slips inside). Each box contains a scenario related to online security (e.g., We’ve received a suspicious email. What should we do? or Our password was leaked online. How do we recover Our account?). Students will work in pairs or groups, opening one box at a time and discussing how to respond to the scenario. After each scenario, the group shares their solution, and the class votes on the best response.

	 


Chapter-1

	 Test Paper

	Welcome to Digital Citizenship Level 2

	 

	Time Duration: 30 Minutes                                     Maximum Marks: 30

	 

	General Instructions: 

	1. The question paper consists of 21 questions and is divided into three sections: A, B and C. 

	2. All questions are compulsory. 

	3. Section A comprises MCQs, Fill in the blanks and One word of one mark each. 

	4. Section B comprises question number 1 to 5. These are Short Questions carrying two marks each. 

	5. Section C comprises one question. This is Long Question carrying five marks.

	 

	 

	 

	                              Section-A 

	 

	Choose the correct answer from the given options.                        (1 X 5 = 5 marks)

	 

	1. What is the term for using someone else's identity online without their permission?

	a. Cyberbullying

	b. Phishing

	c. Identity theft

	d. Data breach

	2. Why is it important to keep software and operating systems up to date?

	a. To make our computer faster

	b. To protect against new security vulnerabilities

	c. To delete old files

	d. To improve the graphics of our system

	3. What should we do if we receive a suspicious email asking for personal information?

	a. Reply with our information to see what happens

	b. Ignore and delete the email immediately

	c. Click on the provided links to verify their legitimacy

	d. Share the email with our contacts

	4. Which of the following best describes Digital Citizenship?

	a. The use of social media to gain followers

	b. Using the internet to bully others

	c. Engaging in responsible, respectful, and safe online behaviour

	d. Avoiding the internet completely

	5. What is a firewall used for in Cybersecurity?

	a. To speed up internet browsing

	b. To block unauthorised access to or from a private network

	c. To create backups of our Data

	d. To increase the amount of Data Storage on a device

	 

	Fill the blank space with the correct word.                              (1 X 5 = 5 marks)

	 

	1. __________ is the practice of safeguarding computers and networks from intrusions or attacks.

	2. A __________ is an online platform where individuals can share and discuss information or opinions.

	3. Keeping software and systems updated is crucial for maintaining __________.

	4. The act of spreading false information intentionally is known as __________.

	5. Using a public Wi-Fi network without a VPN can expose our __________ to potential threats.

	 

	Answer the following questions in your own words.                        (1 X 5 = 5 marks)

	 

	1. What kind of personal information should we avoid sharing publicly online?

	2. Which behaviour is considered a breach of Digital etiquette?

	3. What is the term for an attack where hackers impersonate a legitimate entity to trick people?

	4. Which term refers to using technology to benefit society?

	5. What is the term for malicious software designed to disrupt or Damage Computer Systems?

	 

	                              Section-B

	 

	Answer the following questions in 50 - 80 words.                              (2 X 5 = 10 marks)

	 

	1. What is the difference between Data privacy and Data security?

	2. Why is it important to be mindful of the information we post on social media?

	3. How can Digital Citizenship contribute to a safer online environment?

	4. What are the signs of a secure website?

	5. Explain the importance of understanding our Digital Rights.

	 

	                              Section-C

	 

	Answer the following question in 100 - 120 words.                         (1 X 5 = 5 marks)

	 

	1. Analyse the impact of social media on Digital Citizenship. How do platforms influence user behaviour, and what responsibilities do users have in this environment?

	 

	More online sample test paper

	 

	Chapter 1 Test Paper – 1 Link: https://forms.gle/gmEr2ZNmjzeV6ZSd9

	 

	QR Code: [image: Image]

	 

	Chapter 1 Test Paper – 2 Link: https://forms.gle/zwvmvxqzBiFe9tG19

	 

	QR Code: [image: Image]

	 

	Online interactive resources

	  

	Online Exam Paper Link: https://forms.gle/qW6gFJcp5RchbGgz9

	 

	QR Code: [image: Image]

	 

	Chapter 1 Videos Link: https://www.youtube.com/playlist?list=PLzlh_31VWEFqgyVzzvGT9dAbT-fwOHpxf

	 

	QR Code: [image: Image] 

	
Chapter 2 - Accessing Safe and Secure Websites

	

	Learning Objectives

	 

	

	 

	Learn how to identify safe and secure websites by analysing domain extensions.

	Understand the role of domain extensions in determining Website Legitimacy.

	Recognise key factors that indicate a website’s safety, such as HTTPS and trusted certificates.

	Develop strategies to avoid unsafe or fraudulent websites.

	                   

	 

	2.1 Decoding Domain Extensions

	Digital Devices are an integral part of modern life, serving as the tools through which we interact with the Digital world. From smartphones and tablets to laptops and desktop computers, these devices have become essential for communication, learning, and daily tasks, from smartphones and tablets to laptops and desktop computers. As a responsible Digital Citizen, it’s crucial to understand the basics of these devices and how to use them safely and effectively.

	In today's Digital world, websites have become a key source of information and communication. A website’s address or URL (Uniform Resource Locator) has many parts, and one of the most important parts is the domain extension. Understanding these domain extensions is crucial for safe and informed internet use, a key aspect of Digital Citizenship. Let's decode domain extensions and understand their significance.
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	What is a Domain Extension?

	A domain extension is the part of a website address that comes after the dot (“.”) at the end of the domain name. It is also known as a Top-Level Domain (TLD). For example, in the website address www.example.com, .com is the domain extension. These extensions help us identify the purpose or type of a website.

	 

	Common Domain Extensions and Their Meanings:

	 

	.com - Commercial
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