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    Seit meinen ersten Untersuchungen über das Lesen von Gefühlen im Gesicht bis zu meiner aktuellen Arbeit mit dem Dalai Lama beim Verfassen von Gefühl und Mitgefühl: Emotionale Achtsamkeit und der Weg zum seelischen Gleichgewicht (Spektrum Verlag, 2009) war es stets meine Leidenschaft, Menschen und ihre Interaktionen zu verstehen. Ich verbrachte Jahrzehnte damit zu untersuchen, nicht nur wie Gefühle zum Ausdruck gebracht werden, sondern auch, was Menschen darüber verstehen und was nicht, was ihre Gefühle auslöst, und wie sie sich verhalten, sobald sie emotional werden. Das hat meinen Horizont darüber sehr erweitert, wie das Gefühlsleben zu verbessern ist.


    Vor etwa vier Jahren nahm Chris Kontakt zu mir auf und erzählte von seiner Idee, mein Lebenswerk mit seinen Forschungen zum Thema Social Engineering zu kombinieren.


    Es war sehr interessant, ihm dabei zuzuhören, wie er über seine Arbeit sprach. Er machte den Menschen bewusst, welchen Manipulationen sie ausgesetzt sind und wie gewisse Leute sie ausnutzen wollen, und zeigte ihnen, wie sie ihre persönliche oder berufliche Angreifbarkeit für solche Bestrebungen mindern können. Dass ich unsere Arbeiten kombinieren wollte, um dieses Risiko zu mindern, war der entscheidende Faktor, um Chris beim Verfassen dieses Buches zu unterstützen.


    Chris brachte mich mit seinem Lob für meine Arbeit und seinem Interesse daran beinahe in Verlegenheit. Aber das hat seine Vorteile. Er hat sehr daran gearbeitet, meine Arbeit bekannt zu machen, wichtiger noch ist aber, dass sie für alle hilfreich wird, die im Social Engineering arbeiten. Er war auch sehr aufgeschlossen gegenüber meinen Rückmeldungen und den Anmerkungen, die der PEG-Trainier Paul Kelly als Fachlektor gegeben hat. Paul Kelly hat viel Zeit investiert, dieses Buch eingehend durchzusehen. Er brachte viele Vorschläge und passende Beispiele aus seiner Erfahrung ein, die er aus seinen außerordentlichen Erfahrungen aus seiner Tätigkeit im Nachrichtendienst und der nationalen Sicherheit ziehen kann.


    Insbesondere im Kapitel 5, das sich mit Gesichtsausdrücken beschäftigt, und dem Abschnitt in Kapitel 8 über Gesprächssignale profitieren Sie von meiner Arbeit, von Paul Kellys Erfahrung und Wissen und Chris' Kenntnissen beim Social Engineering – eine spannende, einmalige und, wie ich hoffe, lohnende Mischung.


    Viel Spaß mit diesem Buch. Nutzen Sie die Informationen und die jahrzehntelangen Forschungsarbeiten, die darin eingeflossen sind, um sich selbst, Ihre Familie, Ihre Mitarbeiter und Ihre Firma sicherer zu machen.


    
      Paul Ekman, PhD, emeritierter Psychologieprofessor, Präsident der UCSF, Paul Ekman Group LLC (PEG), November 2013
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